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Abstract 

 

The deployment of Fiber-To-The-x (FTTx) technology is developing rapidly in various regions of Indonesia. 

One of the most implemented technologies is the XG-Passive Optical Network (XG-PON). It offers high-

speed internet access of 10 Gbps downstream/upstream directions and is able to pass numerous services at 

once, such as data, voice, to video multicast (IPTV) services. However, the technical requirements 

standardization regulation for multicast services in Indonesia does not include this new technology. Therefore, 

a reference test must be done to update the current regulation. In this study, the testing of Optical Line 

Termination (OLT) devices is conducted by using five kinds of scenarios; the ability to pass IGMP version 2, 

then followed by passing IGMP version 3, afterward to assist IGMP Snooping, subsequently supporting the 

IGMP proxy, and lastly the capacity in moving several IGMP multicasts groups. The test results indicate that 

the tested OLT XG-PON device shows suitability between IGMP message format version 2 with the RFC 

2236 standard and IGMP version 3 with the RFC 3376 Standard. Whereas in IGMP proxy testing traffic, the 

IP address source of the OLT equipment is 0.0.0.0, which complies with the RFC 4541 standard for the 

Reporting proxy process. The OLT XG-PON device tested was also capable of passing 1,024 IGMP multicast 

groups within the addresses range from 239.1.1.1 to 239.1.5.1. 
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INTRODUCTION 

Nowadays, people use various broadband 

services to support their daily activities. One aspect 

of supporting broadband services in providing ease 

of use is the internet. As part of a broadband 

infrastructure network, the internet can pass on 

multiple services such as data, voice, and video. The 

global internet growth trend is the key to digital 

transformation with increased internet users, 

interconnected devices, broadband service speeds, 

and video service users.  

Based on We Are Social and Hootsuite, internet 

users had reached 4.388 billion globally in 2019. As 

a big country with a large population, Indonesia 

contributes 150 million internet usage (We Are 

Social and Hootsuite, 2019). It becomes the main 

driving force for Indonesian telecommunications 

providers to offer triple-play services on broadband 

infrastructure, including Passive Optical Network 

(PON). 

Optical network technologies, such as PON, 

offer various advantages such as high throughput, 

flexibility, scalability, and energy efficiency 

(Dalamagkas et al., 2018). PON represents the 

optical distribution network (ODN) between the 

Optical Line Termination (OLT) and the Optical 

Network Unit (ONU). PON does not contain active 

electronic devices but instead uses an optical 

connector and splitter to direct individual 

wavelength signals to end-users (Huszaník et al., 

2018). One PON technology that promises to provide 

quality service for its users is the 10-gigabit-capable 

PON (XG-PON) technology. 

In the past decade, a large number of 

telecommunication operators had implemented fiber-

to-the-x (FTTx) technology. Especially in large 

cities, where fiber is taken directly to end-users such 

as Fiber To The Home (FTTH) or very close to users 

like in Fiber to The Neighborhood/Curb (FTTN/C), 

which then ends with a cable (Hernandez et al., 

2019).  

The International Telecommunication Union 

(ITU) has presented recommendations for XG-PON 

standardization in 2010, by offering 10 Gbps 

downstream and 2.5 Gbps upstream. As an 

enhancement to GPON, XG-PON inherits the 

framing and management from GPON. XG-PON 

provides full-service operations four times higher 

and twice as large to support PON network structures 

(Batagelj et al., 2012).  

XG-PON channels a variety of packet-based 

services with high-quality service and bit-rate 

capabilities. Some services that can be distributed by 

XG-PON include voice services such as VoIP and 

POTS, video services such as Internet Protocol 

Television (IPTV) and Digital TV broadcasting, and 

data services such as high-speed internet access. 

IPTV, which is one of the benefits of XG-PON, 

continues to grow from year to year. Based on a study 

conducted by Research and Markets (Research and 

Markets, 2019), the global IPTV service market is 

expected to grow at a CAGR of around 15% during 

2019-2024. It has become a driving factor for IPTV 

service providers who use XG-PON technology, 

especially in Indonesia, to maintain the quality of 

video services that served to customers. 

In terms of standardization regulations, the 

Indonesian government has regulates the technical 

requirements of PON based telecommunication tool 

and device access with Regulation of Director 

General of Posts and Telecommunications Number 

257/DIRJEN/2008 (Department of Communications 

and Informatics, 2008). However, PON technology, 
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which is the scope of this regulation, is still limited 

to G-PON and E-PON. This regulation governs 

various technical aspects, such as electrical 

requirements, performance, network management 

systems, and EMC. For video services distributed by 

PON technology, restriction is made by the 

government by expecting the device to carry at least 

256 multicast groups and run well on each ODN 

interface. 

With the increase of the internet, especially 

IPTV, the multicast service regulations on PON 

devices should be updated. Thus, this study comes as 

a reference for regulators and service providers when 

determining the ability of XG-PON OLT multicast 

service.  Furthermore, this study's testing technique 

can be used as a reference in applying equipment 

certification conducted by telecommunication 

testing institutions in Indonesia. 

This study is done to develop two previous 

studies relating to multicast service. A research 

conducted by Mamun and Motalab (2011) has made 

observations with various audio and video file 

compression techniques. The only lacking of this 

research is that it is conducted on a laboratory scale 

and mostly on the router side. The result showed a 

detailed packet through the IPTV lab, such as User 

Datagram Protocol (UDP), Internet Group 

Management Protocol (IGMP), Protocol-

Independent Multicast (PIM), and the Cisco Group 

Management Protocol (CGMP) (Mamun & Motalab, 

2011). 

Other studies were also conducted (Khider et al., 

2011), which has analyzed the performance of the 

simulation results of IPTV services. However, it is 

limited to the Digital Subscriber Line (DSL) network 

and only examined the packets sent and received. 

Khider et al., (2011) analyze the traffic rate of the 

IPTV model simulation. The result indicates that 

over 150 packets were sent in one second, though 

there was a packet delay; otherwise, it freezes or 

makes the system slow.   

Therefore, to extend the previous research 

above, this study presents a testing scenario and 

analysis of  IPTV multicast services' ability and 

performance on the XG-PON network both on a 

laboratory and operational scale. Several methods 

tested in OLT XG-PON multicast service are IGMP 

version 2 and 3, IGMP Snooping, IGMP proxy, static 

IGMP, IGMP fast leave, and the number of 1024 

IGMP multicast groups 

OLT XG-PON 

XG-PON is a development from the previous 

technology, namely G-PON, by adopting GPON 

point-to-multipoint network architecture and being 

able to support various access such as fiber to the 

home (FTTH), fiber to the cell (FTTCell), fiber to the 

building ( FTTB), fiber to the curb (FTTCurb), and 

fiber to the cabinet (FTTCabinet). XG-PON was 

recommended by ITU in G.987 in 2010 using the 

Time-Division Multiplexing (TDM) method for the 

downstream direction and the Time Division 

Multiple Access (TDMA ) for the upstream direction 

to increase the speed of data in XG-PON. 

Furthermore, one of the advantages of XG-PON 

compared to G-PON is improved security capability. 

In XG-PON, the PON system needs to support 

robust reciprocation authentication options to protect 

the integrity of PON management messages and 

PON encryption keys (Effenberger, 2011). Every 

PON technology, including XG-PON, has a typical 

network structure consisting of three critical 

components, namely Optical Line Termination 

(OLT), Optical Network Terminal (ONT), and 
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Optical Distribution Network (ODN). In its 

architecture, OLT is placed in the Central Office 

(CO), connected to the Optical Network Terminal 

(ONT) via PON with fiber cables, splitters, and other 

passive components. 

Based on ITU-T G.987 as shown in Figure 1, 

OLT is a network element in an optical access 

network based on ODN that terminates the root of at 

least one ODN (downlink) and provides an interface 

to the service node (uplink). The primary function of 

OLT is to control information that crosses ODN to 

various ONTs. OLT also converts electrical signals 

originating from service provider devices to optical 

fiber signals and frames supported by the PON 

system (Gupta et al., 2018). Moreover, OLT has the 

management and maintenance functions for ODN 

and ONT. The OLT is compulsory to deliver voice, 

data, and video services from service providers to 

customers with high-speed access. 

 

Figure 1. XG-PON Network Scenarios  
Source: (International Telecommunication Union, 2016) 

Internet Protocol Television (IPTV) 

IPTV is a technology in which digital television 

services such as channels and video programs are 

sent to television devices or smartphones via a 

broadband connection, rather than sent via 

conventional cable or broadcast settings. The IPTV 

delivers similar content as broadcast or cable TV, 

consisting of a vast number of live channels (pre-

recorded videos or shows can be provided too), on a 

privately owned and operated network (Al-zoubi et 

al., 2016). Most of the IPTV service providers are 

large telecommunications service providers that 

already have their network infrastructure (Sardju, 

2016). 

Users can watch internet TV on a computer 

screen, a television screen (with the set-top box 

installed), or mobile devices such as smartphones or 

tablets. The video stream is encoded as a series of the 

internet protocol packet, and these packets travel 

through the public internet that are received by any 

user who has a set-top box (STB) and subscribes to 

the service (Vasanthi & Chidambaram, 2014).  

IPTV uses several protocols to deliver services 

to customers. Hypertext Transfer Protocol (HTTP) 

used in the Web Browser. Real-time Streaming 

Protocol (RSTP) is used to transmit Video on 

Demand services, and Internet Group Management 

Protocol (IGMP), which is used to connect the 

television with multicast TV programs. 

The work process of IPTV on optical networks 

can be divided into three processes, namely the 

process of IPTV service providers, the distribution 

process, and the process of service users. IPTV 

service providers store video content that will 

distribute to customers on IPTV video servers. Video 

content such as live broadcasts is broadcast in real-

time, whereas previously recorded programs and 

film videos need to store in such a way that they can 

be selected and streamed on-demand. 

Also, there is a Head End where content such as 

television channels or Video on Demand is received 

and prepared for transmission in multicast 

throughout the operator's private Internet Protocol 

(IP) network (Moughit et al., 2013). In this section, 
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the video content goes through the encoding process 

before finally being transmitted to the IP network. 

The method of transmitting IPTV services through 

optical media has the advantage of carrying 

thousands of audio and video streams for long-

distance services. There is a set-top box that 

functions to receive streaming video from the 

network and decode it on the service user side. Set-

top box software works as middleware by 

performing many operations on the set-top box. 

This software also manages various details, such 

as determining the channel packet the user can 

access, customer details, and providing Video on 

Demand (VOD). Also, there is an Electronic 

Program Guide (EPG) which provides presentations 

to service users to enable users to view programs and 

navigate within the subscription channel. 

 

 

Figure 2. IPTV Broadcast Information Flow 
Source: (IXIA, 2017) 

IPTV supports television broadcast services 

with multicast delivery techniques and VOD with 

unicast delivery techniques. The multicast delivery 

technique on IP networks is a one-to-many service 

model that sends video content to many users 

simultaneously, like television broadcasts, as shown 

in Figure 2. In contrast, the unicast technique is a 

one-to-one service model that addresses video 

content specifically for every use. Physical and Link 

layers should have the capability for multicasting to 

support the IP multicasting.  

Multicast Services 

One service model on IPTV uses the multicast 

technique. Multicast is a technique of sending data 

from a source to a group of destination hosts 

simultaneously in one transmission. This delivery is 

carried out to a larger recipient population-scale 

without requiring prior knowledge of who or how 

many recipients there are (Moughit et al., 2013). All 

customers receive the same signal at the same time. 

IP multicast works by utilizing service users 

while receiving data packets with specific IP 

addresses used explicitly for multicasting purposes. 

To receive multicast packets from specific servers, 

the receiving device instructs the Ethernet Card to 

accept the packet with that particular IP address. The 

Internet Engineering Task Force (IETF) has 

established an IP addressing scheme for multicasting 

in Class D with a range of addresses from 224.0.0.0 

to 239.255.255.255. 

Multicast has two main benefits: efficient use of 

network bandwidth and reducing the sender's traffic 

burden since it only sends one information to a 

multicast group. The bandwidth distributed by the 

server using the multicast method shows significant 

bandwidth savings compared to the unicast method 

(Ridwan et al., 2019). Routing in multicast uses 

unique methods, namely dense mode, and sparse 

mode. Dense mode floods all network branches with 

multicast data packets. The dense mode distance is 

limited by the TTL (Time to Live) of the data packet. 

The sparse mode is used by applications whose data 

receivers are geographically spread out in many 

areas to not cause congestion on the network (Anwar 

& Chamid, 2018). 

A multicast group is a set of service users, both 
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queries and hosts, with appropriate group 

membership criteria, or a set of group-owned rules 

that allow multicast-based services and applications. 

To form multicast groups, hosts and routers on IPv4 

networks use the Internet Group Management 

Protocol (IGMP). 

ITU-T G.987.1 defines the requirements for 

multicast services, as shown in Figure 3. Figure 3 

shows the service logic that is usually provided with 

the User-Network Interface on an Ethernet network. 

The multicast signaling interaction on XG-PON 

refers to IETF IGMP, version 2, or 3 for IPv4 and 

MLDPv2 for IPv6. Multicast service management 

consists of the feasibility of the User-Network 

Interface (UNI) for receiving multicast traffic, XG-

PON ports containing multicast, and interconnection 

traffic is defined in ITU-T G.988. 

 

Figure 3. Multicast Services Configuration 
Source: (ITU-T G.987.1, 2016) 

For layer 2 devices such as OLT, the primary 

measure of IP multicast scalability is group capacity 

or the number of IGMP protocols traced by that 

device. ITU-T does not define IP multicast scalability 

capabilities that must be fulfilled by OLT devices. 

However, of the four OLT brands, namely Nokia, 

Fiberhome, Huawei, and ZTE, it has 1024 IGMP 

IPv4 multicast group capabilities.  

 

METHODS 

This research is conducted by using a 

quantitative data approach through optical device 

testing laboratory testing at Telkom DDS Bandung. 

The object of research is the OLT XG-PON device. 

The card tested was the XG-PON service card only,  

considering that this study would solely focus on the  

XG-PON technology capabilities. The flow of this 

research is presented in Figure 4. 

Quantitative data collection is done by 

designing the test scenario, carrying out the testing 

process, and collecting traffic and packet data. Tests 

are carried out on several multicast service 

specifications such as IGMP version, IGMP 

Snooping, IGMP proxy, and IGMP multicast group. 

The capability measurements of the IGMP version, 

IGMP snooping, and IGMP proxy are conducted 

using live IPTV traffic. At the same time, the IGMP 

Multicast Group is tested using a traffic generator 

and analyzer. 

 

Figure 4. Research Flow 
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Data is obtained from several testing to see the 

ability of multicast service in OLT XG-PON.  The 

analysis process is done by monitoring the IPTV 

traffic packet using Wireshark software. Wireshark 

is a tool used to analyze data packets in network 

performance. Wireshark can capture data packets or 

information that are on the network. Wireshark has 

supervision for data packet in real-time. Wireshark 

application can be accessed free of charge and run on 

several platforms such as Linux, Mac, and Windows 

(Afrida & Rahmatia, 2018). The study results are 

expected to become a reference for regulators and 

providers of XG-PON IPTV technology in ensuring 

quality while deploying the XG-PON OLT 

equipment.  

Multicast Service Testing Scenario 

This study involves several devices, namely 

OLT, ONT, STB, TV, Telkom IPTV network, traffic 

generator, and laptop as an instrument for analysis, 

as shown in Figure 5 and Figure 6.  

 

Figure 5. IGMP, IGMP Proxy, and IGMP Snooping 

Testing Configuration 

Figure 5 is used to prove that the OLT XG-PON 

device supports IGMP version 2, IGMP version 3, 

IGMP Snooping, and IGMP proxy. The  OLT 

device's uplink port is connected to Telkom's 

operational IPTV network, and the OLT service port 

connected to the ONT is already associated with 

ONT, STB, and Television. It is necessary to ensure 

that the IPTV service is functioning prior to testing. 

In order to obtain test results, the OLT is connected 

to a laptop with Wireshark software installed to 

obtain data on packet traffic flowing in OLT. 

 

Figure 6.  IGMP Version Testing Flowchart 

IGMP version testing is done based on the flow 

in Figure 6. After all the equipment sets and IPTV 

service work, data is retrieved using Wireshark. 

Data, which is packet traffic, is checked by protocol 

and format. The results is analyzed based on the 

IGMP version theory.  

 

Figure 7.  IGMP Snooping and Proxy Testing Flowchart 

Figure 7 shows how IGMP snooping and proxy 

is done. First,  OLT and ONT  are set as IGMP 

snooping and IGMP proxy mode. After that, the 

IPTV service has to work correctly. IGMP snooping 
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and IGMP proxy function is monitored from packet 

traffic Wireshark. The IP source address is checked 

to know whether OLT in IGMP snooping or IGMP 

proxy mode. 

 
Figure 8 and Figure 9 are used to ascertain the 

ability of the IGMP multicast group number in OLT 

XG-PON devices. As shown in Figures 8 and  9, 

1024, IGMP multicast groups have been configured 

in OLT and ONT devices connected to a traffic 

generator and analyzer. In the traffic generator and 

analyzer, traffic flow is made between OLT and 

ONT with  1 Gbps bandwidth. The downstream 

direction port is set as UDP traffic, while the 

upstream direction port creates 1024 IGMP multicast 

groups. 

 

Figure 8.  IGMP Group Multicast Testing Configuration 

 
Figure 9.  IGMP Group Multicast Testing Flowchart 

After everything is configured in such a way, 

the measuring devices deliver traffic from OLT and 

ONT. The test results obtained by ensuring that 

traffic is generally running without frame loss and 

analyzing the traffic flowing on OLT to get the 

ability of IGMP multicast group OLT. 

RESULTS AND DISCUSSION 

The following are the results of testing of 

multicast service specifications such as IGMP 

version, IGMP Snooping, IGMP proxy, and IGMP 

Multicast Group. The multicast service testing in this 

study used a specific research object, which is XG-

PON OLT. The data obtained worked on live IPTV 

networks compare to another previous research.  

IGMP Testing (Version 2 and Version 3) 

On IPTV networks, television broadcasts are 

sent via IP multicast using a particular protocol, 

namely IGMP. IGMP controls and limits multicast 

traffic flow across the network by using specific 

multicast queries and hosts. Query messages are sent 

by network devices such as routers to determine 

which network devices are members of the multicast 

group. The host is the recipient who sends report 

messages in response to request messages (Shohag & 

Mozammel-Bin-Motalab, 2011). Hosts representing 

end-users are organized into groups; each host can 

join or leave one or more groups, and this means 

choosing whether to receive data sent to each group 

or not. A router is a network device that provides 

multicast traffic and maintains records of 

subscription hosts (Humar & Podnar, 2013). 

IGMP has several versions namely IGMP 

version 1 (RFC 1112), IGMP version 2 (RFC 2236), 

and IGMP version 3 (3376). IGMP version 2 adds 

support for "low leave latency" compared to IGMP 

version 1. Unlike IGMP version 2, a new feature is 
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added in IGMP version 3 that is knowns as the 

"source filtering" to support Source-Specific 

Multicast (SSM). It allows the hosts to determine the 

source of where it wants to receive multicast traffic, 

or from all specific source addresses, sent to specific 

multicast addresses. IGMP version 3 implementation 

must also pay attention to compatibility with IGMP 

version 2 and IGMP version 1 (Tian & Roger, 2012). 

The two primary devices in IGMP operations 

are IGMP Host (client) and IGMP Router (multicast 

router). The IGMP hosts issues the IGMP 

Report/Join message, and the IGMP leave a multicast 

group. On this client device, it responds to queries 

(questions) from multicast routers. A set-top box is 

an example of an IGMP host. 

The IGMP router is the part that responds to the 

IGMP Join, and IGMP Leave messages to be able to 

determine if the multicast group should or should not 

receive multicast data to the interface. The IGMP 

router accepts multicast groups through multicast 

protocols such as PIM or via IGMP messages. This 

section is the termination point for IGMP messages. 

On IP multicast networks, IGMP has the IGMP 

Message form in the format shown in Figure 10 

below. 

 

Figure 10. IGMP Message Format 
Source: (Fenner, 1997) 

Type is the type of IGMP message associated 

with the interaction between host and router, namely 

Membership Report/Join Group and Leave Group on 

IGMP host and Membership Query on IGMP Query. 

The message Membership Report/Join Group 

indicates that the host wants to receive multicast 

information data or become a multicast group 

member. In IGMP version 2, the IGMP message 

format is 0x16, while in IGMP version 3, it is 0x22 

(Cain et al., 2002).  

The Leave Group message with the format 

IGMP message 0x17 indicates that the host is no 

longer interested in the services/channels received 

from the multicast group (switching television 

channels). The Membership Query Message 

provides questions to the host about the host group's 

membership; the purpose is to support IGMP 

Join/Leave messages or identify any errors. The 

question can be in the form of a Specific Query to 

ask whether a host is affiliated with a particular 

multicast group, and General Query asks which host 

belongs to the multicast group. The IGMP message 

format for Membership Queries is 0x11. 

The IGMP Version 2 testing results in Figure 

11shows that OLT XGPON can pass IGMP traffic 

version 2. It can be seen from several types of 

messages that are readable on Wireshark, including 

the message Membership Query, Membership 

Report, and Leave Group. The package also shows 

the membership report format of the IGMP protocol 

is 0x16 or IGMP version 2.  

 

Figure 11. Testing Results of IGMP Version 2 Package 
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However, based on the IGMP Version 3 test 

results in Figure 12, it shows that OLT XGPON can 

stream IGMP traffic version 3. From Wireshark 

software captured, there are several types of 

messages, including the Membership Query, 

Membership, and Membership Report messages. 

The packet also shows the membership report format 

of the IGMP protocol is 0x22 or IGMP version 3. 

 

 

Figure 12. Testing Results of IGMP Version 3 Package 

IGMP Snooping Testing 

IGMP Snooping works at layer 2 as a multicast 

control mechanism. The goal is to monitor and check 

IGMP messages between the host and the multicast 

router. IGMP Snooping provides the advantage of 

saving bandwidth usage on network segments by 

looking at the presence or absence of hosts who 

express interest in receiving multicast packets sent to 

the group address. IGMP snooping brings more 

benefits to the usage and conservation of bandwidth 

(Fariss et al., 2018). 

Figure 13 shows the IGMP Snooping switch 

between the IGMP host and the router. IGMP 

Snooping checks IGMP membership Reports and 

IGMP Leave Group and forwards only if necessary, 

to the connected IGMP router. Through IETF, IEEE 

has issued Request for Comment (RFC) 4541, which 

discusses the IGMP Snooping switch. 

 

Figure 13. IGMP Snooping 
Source: (Cisco, 2017) 

Moreover, IGMP has a forwarding setting 

which arrange membership report for a group 

address a host may put interest in, upon receipt by a 

host. In this case, the host is not required to send 

another membership report (report suppression) 

message to the same group. If the snooping switch 

does not accept the host's membership reports, the 

host will not receive multicast data. 

A Snooping switch that can implement IGMP is 

required to maintain a list of the ports that are 

connected to that switch. In IGMP Snooping, IGMP 

queries sent by multicast routers do not originate 

from the IP address 0.0.0.0 (Christensen et al., 2006). 

Based on packet traffic from the IGMP 

Snooping test results shown in Figures 14 and 15, the 

OLT XGPON supports IGMP Snooping functions. 

From the packet, it has been discovered that the 
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source IP for IGMP Snooping was 10.69.72.130. It 

follows the RFC 4541 (IGMP Snooping), where the 

IP source address for the Membership Query 

message on switches that have IGMP Snooping 

capability is an IP address other than 0.0.0.0. OLT 

acts as a Snooping switch by forwarding the 

multicast packets from the multicast router to the 

ONT. The snooping ability in OLT aims to identify 

and send multicast packets to the involved hosts 

only. 

 

Figure 14. Testing Results of IGMP Snooping (Leave 

Group Message) 

 
Figure 15. Testing Results of IGMP Snooping 

(Membership Report Message) 

IGMP Proxy Testing 

IGMP Proxy is used on Layer 2 devices between 

routers and hosts. Therefore, Layer 2 devices act as 

proxy servers (IGMP proxy agents), as shown in 

Figure 16 below. The IGMP proxy agent sends the 

IGMP request packet to the host and processes the 

IGMP response packet sent from the host. 

Additionally, IGMP proxy agents respond to 

query packets sent from routers, summarize 

messages sent by hosts to join or leave multicast 

groups, and notify routers about host activity. For the 

host, the IGMP proxy agent functions as a router, 

while for the router, the IGMP proxy agent functions 

as the host. A forwarding entry was created to 

implement Layer 2 multicast (Huawei Technologies, 

2011).  

 

Figure 16. IGMP Proxy 

The IGMP proxy aims to enable multicast 

routers to learn the multicast group's membership 

information and forward the multicast packets based 

on group membership information. RFC 4541 states 

that the IGMP network has a proxy reporting 

capability where the messages received come from 

downstream hosts that are used to establish 

membership status internally. Proxy reporting uses 

the source IP address 0.0.0.0 when sending it to the 

upstream section. 
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The test result in Figure 17 shows that OLT 

XGPON supports the IGMP Proxy function. It 

identifies 0.0.0.0 as the source IP address on IGMP 

Proxy traffic. The IP address 0.0.0.0 indicates that 

the message received by the Snooping switch device 

is doing the Reporting proxy (RFC 4541).  

 

 

Figure 17. Testing Results of IGMP Proxy 

IGMP Multicast Group Capabilities Testing 

Multicasting is a process of data delivery to a 

group of destination hosts simultaneously in a single 

transmission from the source. Internet Engineering 

Task Force (IETF) developed four multicasts 

addressing schemes, one of which is reserved for 

multicasting traffic. Class D is reserved for 

multicasting traffic groups and identified with IP 

addresses in the range from 224.0.0.0 to 

239.255.255.255. 

Multicast traffic travels through the IP 

network to a subset of nodes called a multicast 

group. The basic concept of IP multicast is that the 

source host sends only one copy of data to a multicast 

group addresses. All receivers in the multicast group 

acquire the same data copy. The hosts in the 

multicast group receive the data while the other hosts 

on the network cannot receive the data.  

Based on the test results shown in Figure 18, the 

XGPON OLT device tested was able to pass 1024 

IGMP multicast groups on an IPv4 network. A total 

of 1024 multicast group OLT device capabilities 

proved to serve multicast services.  

 

 

Figure 18. Traffic Package Test Results for IGMP 

Multicast Group Capabilities  

In this test, 1024 multicast groups were 

generated with IP addresses from 239.1.1.1 to 

239.1.5.0. With the following range of addressing, it 

can be concluded that the OLT device has a total of 

1024 multicast groups. 

 

CONCLUSIONS 

This research produces technical requirements 

and testing scenario alternatives for multicast 

services that are expected to be used as a reference 

for regulators and telecommunications operators that 

provide IPTV services. The technical specifications 

requires the OLT XG-PON to pass the IGMP 

protocol version 2 and 3 traffic in accordance with 

the ITU-T G.987.1 recommendations.  

Another requirement that can be used as a 

reference is the ability of OLT to support IGMP 
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Snooping and Proxy. IGMP Snooping has the 

advantage of saving bandwidth usage on network 

segments. At the same time, the IGMP proxies can 

learn multicast group's membership information and 

forward the multicast packets based on group 

membership information. 

Furthermore, regulators and IPTV service 

providers can develop technical requirements for 

IGMP multicast groups. Based on the test result, 

since OLT XG-PON is capable of passing 1024 

IGMP multicast groups, the requirements for IGMP 

multicast groups shall be set to 1024 multicast 

groups. 

Given the network testing in this study which 

uses the IPv4, it is recommended for further research 

to measure the performance of multicast services on 

the IPv6 XG-PON network. The use of IPv6 systems 

in the future is expected to become natural. 

Therefore, extensive research is needed to assess its 

performance, especially on optical access networks. 

Additionally, further research can also develop 

multicast service testing on FTTx networks using 

other PON technologies that are not regulated in 

Regulation of Director General of Posts and 

Telecomunications No. 257 of 2008, such as XGS-

PON and WDM-PON.  
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